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(1)

THE FUTURE OF THE EXPORT
ADMINISTRATION ACT—PART I

WEDNESDAY, MARCH 22, 2000

HOUSE OF REPRESENTATIVES,
SUBCOMMITTEE ON INTERNATIONAL ECONOMIC

POLICY AND TRADE,
COMMITTEE ON INTERNATIONAL RELATIONS,

Washington, DC.
The Subcommittee met, pursuant to notice, at 1 p.m., in room

2200 Rayburn House Office Building, Hon. Ros-Lehtinen, (Chair-
man of the Subcommittee) presiding.

Ms. ROS-LEHTINEN [presiding]. The Subcommittee will come to
order. Thank you so much for your patience, the panelists, the
Members especially, and the audience. Thank you.

The export of dual use commodities has been and continues to be
a priority. In light of recent technological advancements and the
continuing demand for American merchandise, apprehensions have
intensified about the loss of future markets for American indus-
tries, as well as the potential for U.S. exports to contribute to the
military capabilities of foreign adversaries. Export controls in the
form of the Export Administration Act have been the pivotal in-
struments used to address these dual, yet converging concerns.

The Export Administration Act of 1979 was based upon legisla-
tion devised at the onset of the Cold War for the purpose of regu-
lating the export of dual use items to provide safeguards for U.S.
national security. Since 1990, when the Act expired, there have
been several attempts to develop legislation which meets the needs
of both a rapidly developing marketplace, as well as a rapidly
changing global security environment with new and different
threats.

These efforts have failed to find consensus in both the House and
Senate. Thus, the Export Administration Act has been maintained
through a series of executive orders issued under the International
Emergency Economic Powers Act. The dilemma we continue to face
is how to restrict the spread of potentially destructive technologies,
how to deter terrorism and other rogue behavior, while allowing le-
gitimate sales to go forward, to preserve the ability of U.S. tech-
nology exporters to develop their markets, and to foster U.S. tech-
nological leadership.

Critics of the current U.S. export control system say that the ex-
isting policies promote interagency gridlock, causing conflicts be-
tween the various entities responsible for licensing and enforce-
ment. They argue that the solution to a more efficient export con-
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trol mechanism lies in streamlining the process and consolidating
regulatory power.

Recent statements by Bruce Middleton, managing director of the
Australia-based Asia Pacific Aerospace Consultants, illustrates the
challenges facing American industries and the impending need for
reform of the licensing process. He states, ‘‘Frankly, America is no
longer seen as a reliable supplier or partner. American companies
can neither guarantee export permission nor estimate how long
getting that permission might take.’’

One alternative which has been proposed is for the licensing re-
view and approval process to take into account policy precedent.
That is, if licenses for exports of particular products to specific
countries are routinely approved, then new requests which fall
under this precedent should be expedited for approval.

Industry and scientific experts underscore the need for better
definitions of products and national security risks to better focus on
technologies that should be protected. We cannot continue to, for
example, treat simple metal mounting brackets for the avionics
bays of aircraft equal to sophisticated satellite technologies.

In the case of computers, we need to move away from an MTOP-
based system to a more responsive approach which reflects techno-
logical realities and provides a more accurate measure than offered
by current performance-based controls. Other areas which, I’m sure
that we will hear today, need to be addressed are: reductions in the
congressional review periods; targeting post-shipment verification
of products and recipient countries posting the greatest national se-
curity threat; and issues such as the foreign availability and mass
market status.

There are some who use the foreign availability argument to ad-
vocate the removal of all export controls for everything and for all
countries. However, we as policymakers must be careful not to
make such broad, far-reaching generalizations, and take into con-
sideration the type of technology or product to be exported; how the
product will be used; and the nature of the importing and recipient
country.

The recent agreement between the Secretary of Defense Cohen
and his British counterpart hints at the goal of waiving U.S. export
controls over time. What some observers will point to as perhaps
more pertinent to the discussions regarding the Export Administra-
tion process is the underlying distinction made between friends and
foes in the U.S.-U.K. agreement. Perhaps proposals to give pref-
erential export control treatment to NATO members and close non-
NATO allies such as Australia, New Zealand, and Japan to expe-
dite the export process is another option? Perhaps there are better
alternatives? But one thing is certain, we must focus on a balanced
approach which targets those countries, the recipients, the tech-
nologies, and the products which are of concern to our national se-
curity, and define those within the new global environment.

A clear distinction must be made between products and tech-
nologies, taking into account the rapid pace of technological change.
We must differentiate between the longstanding U.S. allies and pa-
riah states which continue to support international terrorism;
which conduct espionage activities against us in the United States;
which develop biological weapons or engage in the proliferation of
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weapons of mass destruction, among other threatening behaviors.
Enemies should not be rewarded.

Nevertheless, the balance must and can be achieved. As Senator
Michael Enzi, one of the current cosponsors of S. 1712, has re-
marked concerning a new export administration system, ‘‘Industry
needs reliability and predictability. Industry needs to be able to
make into it into the marketplace at least the same time that the
competitor does.’’ However, a new Export Administration Act must
ensure that ‘‘items that can be used against our country do not fall
into the wrong hands.’’

That is the task at hand as we look into our distinguished panel-
ists today for insight and recommendation on how we in Congress
can achieve these goals. We look forward to all of your testimony
today.

I now would like to yield to the Ranking Member of our Sub-
committee, Mr. Robert Menendez of New Jersey.

Mr. MENENDEZ. Thank you, Madam Chairlady. Thank you for
holding the hearing, continuing in our efforts in this regard. I am
very pleased to have the distinguished Ranking Member of the Full
Committee with us today. This is an issue that he has been pur-
suing for quite some time as the former chairman of this Sub-
committee, and now as the Ranking Member of the Full Com-
mittee. I am sure we’ll hear from him in a few moments.

The Export Administration Act and export control policy are
amongst the areas of greatest importance to this Subcommittee.
The challenge of the EAA is to strike a balance between our na-
tional security interests and our commercial interests. I believe
that goal is achievable, as I have said in the past. We have a new
bill that is out there, Senate bill 1712, for example. I think it seeks
to achieve that precarious balance. There are some issues I still
have with it, but I see it as making much-needed changes to our
antiquated export control laws, particularly in the area of enhanced
penalties for illicit export sales.

I think the Congress’ failure to reauthorize the EAA has left the
Congress without a voice in an area of increasing importance to our
national security and to U.S. industry. Moreover, I believe it’s a
breach of our constitutional duties. The Constitution clearly gives
authority to Congress in the regulation of foreign commerce. By not
reauthorizing, we have ceded this authority to the executive
branch.

Now clearly no one would advocate a policy that would under-
mine our national security, but often the lines between security
and commerce are not quite clear. Where there is a discernible na-
tional security threat and where the technology is clear, clearly not
available from any other source, the licensing decision I would sub-
mit is simple. However, licensing is usually significantly more com-
plicated. Licensing decisions have to consider not only the intended
use of the export and who the end user is, but whether a foreign
country is likely to permit the sale if we do not.

The United States is a leader of the global economy, and many
businesses rely on exports for a large portion of their business.
American businesses in this field are rightly concerned about losing
business to less scrupulous nations or being seen as unreliable sup-
pliers. Already the American computer industry has been stymied
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and sales of basic desktop computers due to inflexible export con-
trols. If the United States wants to continue to be the world leader
in the field of technology, our export control system must be able
to differentiate between exports of sophisticated satellite systems
and the export of a desktop computer.

The bill developed by Senators Enzi and Graham go a long way
toward addressing our national security concerns and our commer-
cial concerns. Creation of a national security control list developed
in conjunction with the Secretary of Defense is one way of stream-
lining the licensing process to focus on exports to countries of con-
cern and exports of items that pose a national security concern, I
think addressing the issues of mass market items and foreign
availability to ensure that items which are not exclusively available
from American companies and are not controlled by our export sys-
tem when they are available elsewhere is of importance.

In a perfect world, the United States would be the sole manufac-
turer and supplier of sensitive technologies, and we could and
would control all sales. However, in today’s global economy, if the
United States prohibits the sale of a certain technology, for exam-
ple, encryption just to use one, Israeli, Japanese or Chinese firms
would most certainly make the sale if we do not.

Last, the bill proposed makes some important improvements in
the area of penalties and enforcement. By substantially increasing
penalties, we hope to discourage individuals and companies from
making illicit export sales and to severely punish them if they vio-
late the law.

Let me close by saying we Democrats will be pressing very hard
to have an EAA that meets the balance necessary, but that pre-
serves the well dominance of the technology field that we presently
enjoy. I don’t believe that we should be sacrificing that to any other
country, any other entity, any other part of the world. We look for-
ward to hearing from all of our panelists and the industry and
making sure that we meet that goal.

Ms. ROS-LEHTINEN. Thank you so much, Mr. Menendez.
I now would like to recognize the Ranking Member of the Full

Committee, who joins us today, Mr. Gejdenson of Connecticut.
Thank you, Sam.
Mr. GEJDENSON. Thank you, Madam Chair, Mr. Menendez, Mr.

Delahunt. I will be very brief. But I do think this is an incredibly
important element in our economy and the continued ability for the
United States to stay dominant in many of these fields.

You know, at times in human development, change came in mil-
lennia, thousands of years between changes in technologies. Then
for many years it took hundreds of years for change. Then a period
where it took decades to change. When my family came to this
country, we bought a dairy farm in 1950 that used technology that
was available in 1850. It was a perfectly good and working farm.

Today we can’t do that. The shelf life of a computer is often less
than the regulatory time it takes to get an upgrade through Con-
gress of super computers. With a shelf life of less than 6 months
in a process that can take 180 days here, it is insane what we are
doing. In the Senate, they have shelved the bill. The Senate leader-
ship should be pressed by the industry and people to move the bill,
and let’s see where the votes are.
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Should that fail, I think that maybe we should do what we did
with encryption, break this down by computers, by satellites, to try
to focus on choke points in technologies in a series of small bills,
but the industry has to do more than just come and present itself
to this panel. It has to do more than get its industry heads to
speak. You need to get a grassroots operation going so people un-
derstand the consequences back home.

In Members’ districts, they ought to be invited to meet with em-
ployees and managers who understand what’s happening here.
Frankly, to some degree, there is an age divide here. Members of
Congress who don’t have a computer on their desk and haven’t
gone through XTs and ATs and 286s and 486s and pentiums, don’t
understand what the differences really mean. Even this Adminis-
tration, though it’s generally been good, has made some mistakes.

I can remember when we first got here, the Chinese wanted to
import I think 65 switches for their telephone system. The Admin-
istration blocked it. Next thing you know, the Israelis were selling
the Chinese 625s. The Chinese were making their own 565s. We
accomplished absolutely nothing.

We need to make sure there is a concerted effort to get out of
the way because what’s going to happen here, and I see a couple
of folks who spend a large part of their career working on defense
issues, is exactly what happened to the machine tool industry. We
told American machine tool manufacturers they couldn’t export
overseas because we didn’t want the Russians to get them. By the
time the Russians got around to getting a good machine tool to im-
prove their submarine program, it was a Toshiba they were looking
at, and the American Defense Department didn’t want American
machine tools. They too wanted Japanese machine tools.

If we want to dominate the industry, we have to sell the old tech-
nology so we can move into the new technologies. I really think
that it is an embarrassment, bipartisanly an embarrassment, that
we have not been able to move forward. This is a rational decision.
This isn’t like many decisions that Congress makes, that you know,
there are lots of considerations that are often hard to place into an
equation. If you can buy the parts in Radio Shack in Beijing, it’s
hard to believe that the American Government is going to be able
to preclude that product from reaching people that we don’t want
it to reach, if it is generally available manufactured. If we don’t
allow our satellites to be launched and we don’t sell satellites, do
you know what happens? Instead of knowing what’s going on, we
have to watch other people selling them. We devastate an industry
that’s very effective and profitable in this country. On top of that,
we lose the information we used to have, which is what capability
each of these other countries has.

I think the Chairman and the Ranking Member have really laid
out where we are. They can’t do it alone. One of the reasons I came
here today is to ask you all to make a much greater effort at get-
ting the grassroots out there on what is the critical technology for
the future. America can’t compete at the bottom of the economic
ladder. If you need cheap labor, you can go to China, you can go
to India, you can go to lots of other places.

We succeed at the top end of technology. If you close that export
door, you are going to kill the American economy. Thank you.
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Ms. ROS-LEHTINEN. Thank you, Sam.
Mr. Delahunt.
Mr. DELAHUNT. Being an older Member of Congress, I’ll sit here

and listen to the educated body, the panel and my colleagues.
Ms. ROS-LEHTINEN. OK. Take careful notes then.
I would like to take the opportunity to welcome our five panelists

who have taken time out of their schedule to enlighten us on their
views on the Export Administration Act. Let us begin with Dr.
Daniel Hoydysh, the director of Trade Policy and Government Af-
fairs for UNISYS Corporation, and the co-chair of the Computer
Coalition for Responsible Exports. Mr. Hoydysh previously worked
with the Bureau of Export Administration where he assisted in the
development of export control policy for computers, as well as he
helped guide and negotiate multilateral export control agreements.

He will be followed by Mr. David Rose, the director of Export/Im-
port Administration for the Intel Corporation, and also the past
chairperson of the American Electronics Association, which he is
also representing here this afternoon. In addition to his work for
Intel and the AEA, Mr. Rose serves as the chairperson of the Semi-
Conductor Industry Association’s Export Control Committee, and is
active in numerous other industry groups.

We are also fortunate to have with us our dear friend, Mr. Dave
McCurdy, president of the Electronic Industries Alliance since
1998, and a former colleague of ours in Congress. Many of us have
had the pleasure of working with David, and following his service
to the constituents of Oklahoma’s fourth district. Mr. McCurdy
founded his own consulting firm, the McCurdy Group, and utilizes
his expertise on behalf of a variety of businesses and corporations.
We thank you for being with us, Dave. Thank you.

Sitting next to Mr. McCurdy is Mr. John Douglass, the president,
CEO, and general manager of the Aerospace Industries Association,
AIA. In addition to his many responsibilities with that organiza-
tion, he is also retired Air Force Brigadier General, who has served
at the Pentagon as Assistant Secretary of the Navy for Research,
Development, and Acquisition. We welcome you today.

Rounding out our distinguished panel today is Dr. Paul
Freedenberg, the director of Government Relations for the Associa-
tion for Manufacturing Technology. As well as having served as the
first Under Secretary for the Export Administration at the Depart-
ment of Commerce, having been appointed to the post by President
Reagan in 1987, Dr. Freedenberg is a successful published author,
and essayist on the issues of export policy and international bank-
ing.

Thank you, all of you, for joining us today. We look forward to
hearing your comments on the issue of the EAA.

We have been joined once again by Mr. Cooksey, who I know was
here previously. There is a markup going on in the Asia and Pacific
Subcommittee, so we’ll have Members going back and forth. Join-
ing us is Mr. Cooksey and Mr. Rohrabacher. I don’t know if you
would like to make some opening statements.

Dana.
Mr. ROHRABACHER. Let me just say I have been disappointed in

American industry, and I am very anxious to hear today from
American industry. I think the American people have a right to be
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disappointed when we realize that the technologies that could be
used to kill Americans have been transferred to potential enemies
of the United States of America. It’s a very serious issue. People
try to dismiss the Cox report. I know people have tried to pooh-
pooh it, and forget it, and put it under the rug, and pretend that
it doesn’t exist. But it does exist. In fact, transfer of technologies
to potential enemies is worse than what the Cox report has sug-
gested and documented.

Because we want America to be prosperous, and foreign trade is
an important component of American prosperity. It is a vital com-
ponent. We can not cutoff trade. When people express concern
about our national security, people come back as if we are isola-
tionists and don’t want any trade at all or protectionist, and don’t
want any trade at all. That is not the case. But trade in no way
excuses an American citizen from being involved in the transfer of
technology that could kill Americans to a potential enemy of the
United States of America. If anybody needs further clarification,
Communist China is a potential enemy. It is not an enemy at this
time. But there is no one that I know in the foreign policy arena
that would rule out Communist China being an enemy of the
United States, unlike we would rule out Britain or Belgium or
Japan or any of these other democratic powers.

So I am very interested today in hearing this testimony. Also, I
think we need a dialogue at the very highest level with American
businessmen, to let them know that citizenship is not—just be-
cause someone is seeking profit for a company that has to answer
to stockholders, that is no excuse for doing things that are contrary
to what obligations every citizen has, which is not to do anything
to put his country or her country in jeopardy.

With that, I will work with business in every way I can to ensure
there’s a free flow of trade to those countries that do not pose a
threat to the United States of America. But I am aghast at what
American corporations have done in terms of the transfer of tech-
nology and trading with countries that do pose a threat to our na-
tional security. Thank you.

Ms. ROS-LEHTINEN. Thank you very much, Mr. Rohrabacher.
Mr. Cooksey.
Mr. COOKSEY. Thank you, Madam Chairman. I don’t really have

any statement, but you know, I agree with a lot of what my col-
league said. I would encourage each one of you to make a comment
on this as you go through your testimony. It would probably be
easier for you to make a comment than for us to, I hate to say
hammer you with questions or grill you on that, but maybe you
could comment as you go through. It would give us some idea about
your position on that too. Because I too share Mr. Rohrabacher’s
concerns on that issue.

Ms. ROS-LEHTINEN. Thank you very much.
Mr. Hoydysh, we will be glad to enter your full statements into

the record. Please feel free to summarize your key points.

STATEMENT OF DANIEL A. HOYDYSH, DIRECTOR, UNISYS

Mr. HOYDYSH. Thank you, Madam Chair. I guess I could begin
immediately by responding to Congressman Rohrabacher by saying
that the members of the Computer Coalition care very deeply about
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national security. We are very much concerned about the security
of this country. After all, we are citizens. We live here. Our chil-
dren go to school here. We are dependent on this country for our
very survival. We would never do anything consciously that would
hurt or damage the security of this country. I just wanted to say
that right off the top.

Anything that we are proposing, everything that we are pro-
posing, we feel is in the best interest of the United States. We feel
that the export control system needs to be balanced in such a way
that we can compete effectively in the global marketplace while
still protecting our national security. I realize that that’s an easy
statement to make and the devil is in the details. I would like to
provide you some information that would help you in your delibera-
tions on where that line should be drawn.

Let me just emphasize a couple of facts. First, we are No. 1. The
U.S. computer industry dominates the global computer market.
There is no question about that. We are the leaders in market
share and technology because we are able to beat our foreign com-
petitors to the market. Also, a healthy and vibrant United States
IT industry is the principal driver of our economic and industrial,
and ultimately military strength. So our security, we believe, is
very closely tied to a healthy computer and IT industry.

But to maintain this leadership, we must export. Exports equal
profits. Profits can be put back into R&D. R&D translates to tech-
nological leadership. That simply is an economic equation for which
there is no substitute.

According to a study done by the Gartner Group, which was com-
missioned by the Computer Coalition for Responsible Exports, over
60 percent of the computer market is outside the United States. In
other words, two out of every three computers that will be sold over
the next several years will be sold not in the United States, but
outside the United States. If we want to stay on top, we must com-
pete in this international marketplace.

The second point that I would like to really emphasize is foreign
competition exists and it is substantial. If I accomplish nothing else
in this testimony, I would like to lay to rest the myth that there
is no foreign competition for two and four processor commodity
computers that we are talking about when we are talking about the
control. Again, the Gartner study projects that over the next 3
years, 30 percent of these commodity systems will be sold by for-
eign manufacturers. That adds up to over 4.5 million units. We’re
not talking about thousands. We’re talking about millions of units
of two and four processor commodities.

Another fact, according to an International Data Corporation
study released a few months ago, 4 of the top 10 server vendors,
and servers are the kinds of systems that we are talking about, are
foreign. They include large world class companies like Fujitsu,
NEC, Siemens, and Hitachi. So for this myth to continue, that
there is no foreign availability, no foreign competition for the kind
of systems that we are talking about, it is simply not supported by
the facts.

Point three. The U.S. export control system is broken. It is bro-
ken, and it is threatening to undermine the technology leadership
upon which our economic, industrial, and ultimately military
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strength depends. Let me give you some examples of why the sys-
tem is broken. First, it’s not consistent with technological and com-
petitive reality. The evidence for that is that it continues to control
commodity business systems that are widely available from U.S.
and foreign sources. To illustrate this point, we are asking for the
control of 4 processor business systems, not super computers. This
is a critical point, so let me be very clear about what we are talking
about. I would like to provide you some examples that were taken
from press reports.

Compaq computer company, a U.S. company, one of our mem-
bers, recently announced that it will install a super computer for
the French Atomic Energy Commission. The French will use this
supercomputer for simulation programs to ensure the reliability
and safety of the French nuclear stockpile without new nuclear
tests. This Compaq system will use 2,500 alpha processors and will
operate roughly at 5 million MTOPs. That is a supercomputer, not
the 2 and 4 processor systems that we are talking about.

Please note that the French are not ordering over the Internet
a 4 processor Dell, IBM, or UNISYS server for this work. This is
a specially designed, specially made for them 2,500 processors.

Another example. Fujitsu recently announced that it would pro-
vide the world’s most powerful supercomputer to the Toyota Cor-
poration for automobile design purposes. In its maximum configu-
ration, this system consists of 512 proprietary vector processors,
and can operate again at roughly 5 million MTOPs. That is a
supercomputer.

Point two. Why is the system broken? It’s not effective because
it is largely unilateral. U.S. export controls are much stricter than
those of our trading competitors. For example, the Wassenaar
Agreement, which is really the only multilateral agreement that fo-
cuses on computers, as Roger Majak, Assistant Secretary for Ex-
port Administration testified, China is generally not regarded as a
target of the four multilateral export control regimes, which include
the Wassenaar and the missile technology, etc. Wassenaar in par-
ticular does not consider China a target with respect to dual use
technologies.

So in effect, there is no multilateral regime for computers that
targets the countries of concern that are of concern for the United
States. So that U.S. controls, whatever they may be, end up being
largely unilateral.

The system is also counterproductive. It wastes Government and
industry resources, and attempts to control the uncontrollable.
Therefore, efforts to police truly sensitive items are diluted. In a
sense, it undermines national security by undermining our techno-
logical preeminence. According to a Defense Science Board Task
Force report, ‘‘protection of capabilities in technologies readily
available on the world market is at best unhelpful to the mainte-
nance of military dominance, and at worst, counter productive, by
undermining the industry upon which U.S. military technological
supremacy depends.’’

The net result of the current export control system is therefore
that it creates a competitive advantage for foreign manufacturers
that over time will erode our market dominance and technological
leadership, and ultimately our military superiority.
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That basically is the points that I would like to emphasize. I
would be happy to answer any questions.

[The prepared statement of Mr. Hoydysh appears in the appen-
dix.]

Ms. ROS-LEHTINEN. Thank you so much.
Mr. Rose.

STATEMENT OF DAVID ROSE, DIRECTOR OF EXPORT/IMPORT
ADMINISTRATION, INTEL

Mr. ROSE. Yes. Thank you very much for the opportunity to tes-
tify. My testimony this afternoon is going to focus on three areas.
One is the tension between global information technology trends
and export controls, the second is the need for fundamental reform
of the export control system, and the third is a brief assessment of
the Export Administration Act of 1999, the Senate bill, S. 1712.

Today’s information technology industry, and the patterns and
trends associated with it, presents a number of new and fundamen-
tally distinct challenges to the U.S. export control system. The
overwhelming permeation of commodity computers and micro-
processors, commodity networking equipment, and other informa-
tion technology products has basically become interwoven into
what is rapidly becoming a global information infrastructure. At
my company, we tend to think, for example, about computing rath-
er than computers, or separate products, because of the
infrastructural aspect of computing.

This kind of pervasiveness creates a situation in which com-
modity level information technology is largely uncontrollable. In
fact, I believe, and our members believe, such technology is largely
unworthy of control. So we have a fundamental tension between
the pervasiveness of information technology and the export control
system. This has occurred, I think, for a number of reasons. I’ll cite
four.

First, global mass production and distribution have resulted in
the wide availability of information technology products throughout
the world. The statistics here tend to be endless, but an estimated
150 million personal computers and other commodity computers
were shipped worldwide last year. Global Internet usage has more
than doubled in the last 2 years. Even the year 2000 projection for
sales of digital wire phones, many of which will be Internet friend-
ly, is 435 million units. My company, Intel, sells microprocessors at
a rate of roughly 2 million units a week into a global network of
tens of thousands of dealers and distributors.

Three other important factors that drive the pervasiveness of in-
formation technology include: world standardization of product de-
sign and manufacturing processes; increased access to computers
and other products that are linked to the Internet and other global
networks; and the wide diffusion of foreign manufacturing capa-
bility and resultant foreign availability of products. It is interesting
here that the advanced semi-conductors can be produced outside
the United States without using a single piece of U.S. production
equipment.

In all the decentralization and global nature of information tech-
nology, especially commodity level technology, stands in stark con-
trast to the centralized nature of the export control system. This
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conflict is readily apparent in the area of computers, as my col-
league has indicated, where MTOPs export controls continually col-
lide with the pace of commodity level performance.

Later this year, Intel will introduce its Itanium processor chip,
which I have here, which promises to drive the power of 4 proc-
essor commodity computers to about 24,000 MTOPs, well above to-
day’s computer decontrol level of 6,500 MTOPs.

So the overall lack of alignment of export controls with com-
modity level technological and commercial realities, we believe re-
quires fundamental reform of the export control system.

Now in the area of Export Administration Act renewal, AEA be-
lieves that several principles ought to be considered. One is a new
balance. Export controls should be weighed against economic and
competitive costs that can undermine the very technological leader-
ship upon which the U.S. military and our overall security relies.
Rather than controlling the uncontrollable, the overriding national
security goal should be continued and expanded U.S. technological
leadership.

The second is flexibility. An export regulatory system must have
a variety of ways to adjust controls, including mechanisms that ac-
count for mass market products and changing product performance,
foreign availability, and foreign capabilities.

Timeliness is another important element. A control regime needs
to operate with the speed of modern information technology as
much as possible. Decision making delays measured in weeks and
months are unacceptable in many respects.

Simplification. Any modern export control system needs to be
clear and understandable. To the extent it’s not, it is going to un-
dercut the effectiveness of an export control system.

Finally, multilateral controls. Controls ought to be implemented
on a broad multilateral basis in order to be effective in an era of
globalism. Unilateral controls are simply self-defeating.

Overall, AEA believes that the Senate EAA bill, S. 1712 as
passed by the Senate Banking Committee, generally comports with
these principles. On the upside, the bill contains favorable mass
market foreign availability provisions, though they could be im-
proved. It contains reasonable provisions for parts and components
and technology transfers to foreign nationals. The bill would reduce
the 180-day congressional waiting period for computer MTOPs to
60 days, although we believe it should go down to 30.

On the downside, AEA members feel that penalty provisions are
excessive in some respects. They do not provide for self disclosure,
for example, and for mitigation in the case of mistakes of fact or
other inadvertancies.

In sum, AEA believes that the current bill is a good starting
point for this Subcommittee to begin consideration of new enabling
legislation. Thank you.

[The prepared statement of Mr. Rose appears in the appendix.]
Ms. ROS-LEHTINEN. Thank you so much.
Mr. McCurdy.
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STATEMENT OF DAVID MCCURDY, PRESIDENT, ELECTRONIC
INDUSTRIES ALLIANCE

Mr. MCCURDY. Thank you, Madam Chair. It’s a pleasure to see
the Chair and to the Ranking Chair and the former chairman of
the Committee, Sam Gejdenson, who left earlier.

I represent Electronic Industries Alliance, which is a partnership
of high tech associations and companies committed to shared infor-
mation and shared influence. We are proud to represent the most
dynamic and competitive industry in the world economy today. The
companies we represent operate globally and face intense inter-
national competition. The fact is, the days when U.S. companies
dominated the global high technology industry are over. Similarly,
the days when the domestic U.S. market could sustain the industry
are also over.

As you can see on the chart to my right here, our industry ex-
ported $180 billion in goods last year. This is more than one-third
of what our industry produces. The chart also demonstrates how
fast technology is changing and becoming pervasive throughout the
world. This is especially true in the area of semi-conductor speed,
where Moore’s Law defines the rapid pace of change. Quite frankly,
there are now seminars on beyond Moore’s law, what comes next
in nanotechnology and other areas.

I thought it was interesting David and I could touch the Itanium
chip. My palm computer is about the same. PDA is about the same
size as this, virtually almost a supercomputer. So it is incredible
the pace of change in the size.

Much of the rhetoric over export controls boils down to national
security versus economics in exports. More than ever before, pro-
tecting U.S. national security depends on a dynamic and innovative
high technology sector. Whether we’re talking about weapon sys-
tems, intelligence gathering capabilities, or command and control
networks, our industry is constantly improving the technologies
that keep us a step ahead of our adversaries.

An effective export control policy would recognize the reality that
our national security is improved by enabling our high tech indus-
tries to thrive. U.S. national security should be based on maintain-
ing our technological edge through innovation, not on a doomed ef-
fort to hoard as much technology as possible.

Another key point to keep in mind is that export controls can se-
verely disrupt the business models which sustain our competitive
advantage. The U.S. technological advantage is based to a large ex-
tent on speed to market, and mass marketing through electronic
commerce and the World Wide Web. But the administrative costs
of trying to determine what products may go to what end user for
what purpose can easily wreak havoc with these models.

Our industry operates in terms of global R&D collaboration, web-
based instantaneous order processing, and just-in-time manufac-
turing. In contrast, our export control system operates in terms of
general prohibitions, 6-month notification periods, and inter-agency
dispute escalation procedures.

The system in place encourages regulatory complexity. It empha-
sizes bureaucratic processes and paperwork over coordinating with
our allies to prevent the bad end users from acquiring truly sen-
sitive technologies. Effective export control policies should be based
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on multilateral cooperation and facilitation of effective corporate
compliance. But the hundreds of pages of regulations we now oper-
ate under have the effect of penalizing those U.S. companies that
try to obey the law.

We appreciate the efforts in Congress to take a fresh look at this
system with an eye toward updating it to reflect the economic and
political realities of the post-Cold War world. As you know, the
Senate Banking Committee unanimously approved the EAA reau-
thorization last September. EIA has neither endorsed nor opposed
the substance of the committee-approved bill. I would like to em-
phasize that we continue to have serious reservations with several
aspects of the bill as reported.

We are especially concerned by a number of proposals being ad-
vanced by other Senators and by some in the national security
community, aspects of which would be even more restrictive than
we experienced during the height of the Cold War. Nevertheless,
there are some beneficial aspects of the bill. We have been sup-
portive of the overall effort.

This process has served a valuable educational purpose, I think,
for everyone involved. One provision I would like to highlight is
that when an item achieves mass market status or becomes readily
available from our overseas competitors, that item will automati-
cally be released from controls. This is a provision we have contin-
ually advocated. For these types of items, the inevitable bureau-
cratic tendency is to resist the removal of controls. But we must
accept that when an item becomes uncontrollable, it is not just
pointless, but harmful to maintain these restrictions.

Clearly, computers and encryption fall under this category, but
many types of telecommunications equipment, components, and
other items do as well. On this point, we would be deeply skeptical
of any so-called carve-out which would perpetuate controls on items
in spite of those items being found to have mass market or foreign
availability status.

Some proposals we have heard would go so far as to prevent le-
gitimate mass market or foreign availability studies from even
being conducted. It is disturbing that some policymakers continue
to try to control the uncontrollable in this way.

In closing, I call your attention to my written testimony, which
includes our comments on specific provisions of the Senate bill, as
well as the general principles we believe should be part of any EAA
reauthorization. I hope that you find these comments useful as you
continue this effort.

Madam Chair, I was encouraged by your opening comments and
those of the Ranking Member, and believe that there is an oppor-
tunity to bridge this gap.

If I may, Madam Chair, just to quickly respond to the gentleman
from California’s earlier question and comment supported by Mr.
Cooksey. As a Commissioner on the Weapons of Mass Destruction
Commission over the past year-and-a-half, as the former chairman
of the Intelligence Committee, as a former member of the Armed
Services Committee, I stand with General Douglass here and would
bow to no one as far as concern about national security.

There are serious risks. There are serious challenges. There are
rogue states. There are rogue actors. There are potential enemies.
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It is important that we have a national security apparatus that can
speak out when there is that danger and potential transfer of tech-
nology that has a material impact on the potential national secu-
rity or national defense of this country. I think we can look at
changing this law in a way that is safe and provides security.

What we really need to be doing is looking at the organization
of the Federal Government as a whole to ensure that there are
clear delineations of the kinds of technology and look at the end
user first, look at those countries that are the real threats, and tar-
get the countries and understand through our intelligence capa-
bility what their real risk is going to be, and then work back, as
opposed to have a blanket kind of wall that we try to impose
around our own country, and hopelessly try to prevent the export
of technology which is capable of being used in most commercial ac-
tivities.

So, Madam Chair, again I appreciate the opportunity. I look for-
ward to working with the Subcommittee, and trust that you will
make some progress this year.

[The prepared statement of Mr. McCurdy appears in the appen-
dix.]

Ms. ROS-LEHTINEN. Thank you so much, Dave. We appreciate it.
Mr. Douglass.
We have been joined by Mr. Hilliard. Earl, I don’t know if you

wanted to make some opening statements before Mr. Douglass
speaks.

Mr. HILLIARD. No.
Ms. ROS-LEHTINEN. Thank you.

STATEMENT OF JOHN DOUGLASS, PRESIDENT, AEROSPACE
INDUSTRIES ASSOCIATION

Mr. DOUGLASS. Thank you, Madam Chairman. I want to thank
you for holding these important hearings because this is a subject
of enormous importance to the aerospace industry. I am sorry Mr.
Gejdenson left because I wanted to thank him as well for the role
that he has played in the past. He and I worked together very
closely on some of the most sensitive submarine technology that ex-
ists in our country today when I was the Assistant Secretary of the
Navy.

I would like to also thank Senator Enzi and the others in the
Senate, who drafted this bill. My industry thinks they have made
a major step forward. We do have a few concerns with the bill,
which I will touch on in a minute, but we do believe that this legis-
lation is needed.

In many respects, Senator Rohrabacher, the need for this bill——
Mr. ROHRABACHER. Congressman.
Mr. DOUGLASS. Excuse me. I don’t know whether that’s a pro-

motion or a demotion, sir. But the need for this bill speaks in large
degree to your concerns. One can tell from the passion of your re-
marks that you feel deeply about this. I can tell you as a former
military officer, general officer, and a former Assistant Secretary of
the Navy, I share your deep concern for this. It has been my expe-
rience that while I have been in the aerospace industry after leav-
ing the Government, that no one, I have not run across a single
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person anywhere that condones trading outside of our law or in any
way even getting close to the borderlines of that.

Part of the problem, however, is that the processes that we have
today are very confusing. It is possible to get lost in the maze, if
you will. I will speak to that in a minute.

If the Chair would allow me, ma’am, I would like to also submit
to the record—this is a document called ‘‘The Final Report of the
Defense Science Board.’’

Ms. ROS-LEHTINEN. Without objection.
Mr. DOUGLASS. ‘‘Task Force on Globalization and Security.’’ This

is a study done by an independent panel over at the Department
of Defense on the subject of this hearing today. Much of what we
in the Aerospace Industries Association are advocating is contained
in report.

Basically you can sum it up and say that the Defense Depart-
ment and industry are almost in total agreement on the need for
a proper form of export licensing, but one that is substantially dif-
ferent than what we have today.

I would like to begin with a few charts and then talk very briefly
about the bill. A lot of the confusion that you hear on this subject
stems from the fact that we have two laws. We have one, the Arms
Export Control Act, to deal with military products and services, ad-
ministered by the Department of State. That is not what we are
talking about today. We are talking about the Export Administra-
tion Act, which is meant to cover dual use products which could be
used both as commercial or military products. It is administered by
the Department of Commerce.

So the very beginning of this discussion takes you to the right-
hand side of the chart, and away from most of those technologies
which one would be concerned about in terms of sharing with a po-
tential enemy of the United States.

Ms. ROS-LEHTINEN. And a fine assistant you have there, Mr.
John Barsa.

Mr. DOUGLASS. He is a fine young man.
Ms. ROS-LEHTINEN. Formerly of Lincoln Diaz-Balart’s office. So

finally he found a credible job.
[Laughter.]
Mr. DOUGLASS. Next, John. This next chart gives you an idea of

where my industry is in terms of dependence on the global econ-
omy. If you were to go back 10 years ago, you would see that 50
percent of everything manufactured in the aerospace industry was
sold to the Department of Defense. Only about 30 percent of it was
exported outside the United States. Today, that picture is radically
different. The Defense Department is down in the mid-20’s in
terms of our business base. The global economy is somewhere be-
tween 40 and 50 percent of our business base. So we are dependent
on the global economy. The vast majority of those products manu-
factured in the aerospace industry for export outside the United
States are commercial products like airliners.

Next, please. This is another important chart which speaks to
many of the comments made by my colleagues earlier. That is, the
economic security of the United States as a critical element to our
overall national security. That’s our trade balance in 1997 broken
down by our Commerce Department by sectors. As you can see, the
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industry with the largest positive trade balance in the entire Amer-
ican economy, is our industry, the aerospace industry, that blue
line at the top represents almost $35 billion positive trade balance.

Now look what happened in 1 year, from 1997 to 1998. Most of
the blue on the chart went away, and all of the other sectors except
for the aerospace sector, which grew to almost $45 billion positive
trade balance. The reds, as you can see, grew substantially.

I would also submit for the record, ma’am, if I might, an article
today in the Washington Post in the business section where the
headline says, ‘‘U.S. trade deficit rises to a record $28 billion.’’
What this newspaper article is saying is that the situation in 1999
and 2000 continues to worsen. I can also add for the Committee
that for my industry, we have seen a reduction of our ability to
produce a surplus for the American economy. We are looking at our
sales for 1999 in close scrutiny now. Sales are probably going to be
somewhere between 8 and 10 percent lower than they were in
1998, meaning that our contribution to the American economy and
all that comes from that large, almost $45 billion surplus, is being
reduced. One of the reasons why it’s being reduced is the increas-
ing confusion in industry over the export licensing laws of our
country.

Now to speak very quickly to S. 1712, I share the general con-
cerns that my colleagues have and the general support that they
have expressed for S. 1712. We need a new law. I thought it had
been elapsed for over 5 years. You mention in your opening testi-
mony, ma’am, that it’s been 12 years. I didn’t know it had been
that long, but clearly, the lack of a legal framework for these dual
use items is causing a lot of problems.

There are some things about it that I’ll comment on. Section 204
assures that there won’t be controls on any items based on small
amounts of controlled American content. That is a very positive
step forward. Section 211 assures that there will be no controls
where items are available on the open market. These mass market
provisions are enormously important. My colleagues have spoken to
those. I won’t say any more except that they should be proactive.
We ought to be able to figure this out before we begin to move to-
ward controls, and indeed we can. We know what’s out there on the
global economy.

Section 301, the contract sanctity section, is very important. Sec-
tion 304, the Presidential report to Congress prior to the imposition
of controls is important, especially those portions of the Presi-
dential report that deal with the economic impact.

Congressman Rohrabacher has been working with the aerospace
industry in dealing with satellite licensing because it is something
he is very concerned about. I think it’s fair to say that when the
law was passed moving satellites from Commerce back under State
Department control, people didn’t really fully understand what the
economic impact would be. I am here to tell you that since that
happened, our sales have declined by over 40 percent. Hundreds of
millions of dollars of high tech sales and jobs have gone from this
industry. These are not weapons. These are commercial commu-
nication satellites, the kind of satellites that most people credit
with spreading news around the world that did such wonderful
things as caused the whole Soviet empire to collapse.
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Section 307 is an important——
Ms. ROS-LEHTINEN. If you could wrap up your statement, Mr.

Douglass.
Mr. DOUGLASS. Yes, ma’am. I will wrap it up very quickly. That

is a sunsetting clause. Title 4 contains some humanitarian exemp-
tions. We think there should be an exemption in there for safety
of flight for commercial airliners. Title 5 is in procedures. That’s a
good section. We like its deadlines.

Finally, in title 6, there is a little section in there on enforcement
which needs to be strengthened. It has to do with people being able
to report violations, and then getting a reward. We think it’s im-
portant for it to be clear in that section that people can’t just stand
by and let a violation occur, and then reap a reward. If they know
a violation is going to occur, they need to come forward before it
occurs so that steps can be taken to stop the export.

So those are the detailed comments. Thank you very much,
ma’am.

[The prepared statement of Mr. Douglass appears in the appen-
dix.]

Ms. ROS-LEHTINEN. Thank you, Mr. Douglass.
Dr. Freedenberg.

STATEMENT OF PAUL FREEDENBERG, DIRECTOR OF GOVERN-
MENT RELATIONS, ASSOCIATION FOR MANUFACTURING
TECHNOLOGY

Mr. FREEDENBERG. Thank you, Madam Chair. I can clear up the
difference between the 12 years and the 5-years. The 12 years is
the time since we passed an Export Administration Act. The last
one was Omnibus Trade Act of 1988. I testified before this Sub-
committee on that subject on behalf of the Reagan Administration.
So I am familiar with it. Five years, and actually now going on 6,
is the time since we have had an Export Administration Act in
force. There was some extension. Since then, we have been oper-
ating on the 6-month-at-a-time International Emergency Economic
Powers Act, essentially by Presidential fiat, which I believe having
also been involved in the legislation dealing with that, was not the
intention of the International Economic Powers Act. It was sup-
posed to put a restraint on the President’s use of that rather than
give him carte blanche to extend laws through the use of it.

Today I will be talking on behalf of AMT, the Association for
Manufacturing Technology, where I am the director of Government
Relations. AMT represents 370 member companies, with sales
ranging from $10 million to more than $1 billion. We make ma-
chine tools, manufacturing software, and measurement devices.
Our industry sales are nearly $7 billion, and exports account for
more than a third of those sales.

I will also talk about the Graham and Enzi EAA, S. 1712, but
I would like to put it in context before I discuss it. There is a myth
that’s grown up in the popular media that U.S. export control pol-
icy toward China is lax. The facts, particularly with regard to ma-
chine tools indicate quite the opposite. The assertion that our
China export control policy is lax couldn’t be further from the
truth. The U.S. Government has consistently been the most rig-
orous with regard to reviewing license applications for exports to
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China. Other countries within the Wassenaar arrangement simply
do not share our assessment of the risk factors involved in tech-
nology transfer to China, and have generally maintained a far less
stringent licensing policy. Indeed, one could say without equivo-
cation that our European allies maintain what could only be de-
scribed as a favorable export licensing policy toward China.

I point out in my testimony that the time it takes the process to
license is only part of the problem. Official statistics show that the
U.S. Government is far more likely to disapprove machine tool li-
censes for China than any of our European competitors. While a
mere handful of U.S. machine tool licenses have been approved for
China over the past 5 years, actually it’s about 25 licenses or 5 a
year. Our European allies have shipped huge volumes, hundreds
more than that to China, to Chinese end users.

The U.S. Government has rigorously enforced the limits on ma-
chine tools. This has significantly disadvantaged U.S. machine tool
builders in the global marketplace. The most rigorously controlled
machine tools are those that possess five axis. A recent survey by
AMT has indicated there are 718 models of five axis machine tools
manufactured around the world, with 584 manufactured outside
the United States in places like Japan and Germany. In fact, there
are even six models manufactured in China. This is the most tight-
ly controlled product to China.

Now the fact that these machine tools are denied is quite frus-
trating for the U.S. machine tool builders and their workers be-
cause many of the commercial aircraft factories in China contain
joint ventures and co-production arrangements with U.S. airframe
and aircraft engine companies. In other words, despite the fact that
these Chinese factories are supervised, are monitored by American
executives, U.S. Government export control policy creates a situa-
tion in which machine tools in those factories are almost certain to
be supplied by European machine tool builders. I would ask how
that assures or enhances our national security?

I argue in my testimony that the statistics show that European
license applications are likely to be approved in a matter of days
or weeks by our European allies, while U.S. applications languish
for months or even longer. Many companies have told me they fore-
go business in China rather than go through this process because
it’s so uncertain and so unlikely that they are going to get ap-
proval.

The Chinese have learned that. They have been telling U.S. com-
panies not to even come to bid on projects. In fact, they have now
put a monetary penalty for failure to obtain a license. This is a fur-
ther deterrent to doing business in China.

A recent example will illustrate many of the problems inherent
in attempts by U.S. companies to obtain export licenses for ma-
chine tool sales to China. Three months ago, an AMT member
asked for my assistance in obtaining final approval for an export
license that had already been pending for many months. The Chi-
nese who were making purchases for an aircraft engine plant in-
formed the AMT member company that they were at the end of
their patience in waiting for U.S. export license approval. This par-
ticular company had been delaying the Chinese buyers repeatedly,
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while it tried to obtain individual validated license for two 5-axis
machine tools.

After waiting many months, the Chinese canceled one of the two
orders, but gave the company one last chance to obtain an export
license from U.S. authorities for the remaining machine. The own-
ers believed that there would be followup orders for as many as a
dozen additional machines that they could prove they could obtain
a license for this one. The U.S. Government was aware that a
Swiss company had offered to fill the order for these machine tools,
and in contrast to the American company, the Swiss made it clear
to the Chinese that there would be no security conditions or com-
pulsory visitations by the Swiss company if they were given the
business by the Chinese.

In order to create an incentive to approve the license, the AMT
member company offered to provide special software that would
limit the use of the machines and to only a small group of activities
approved by the U.S. Government, and to provide for regular visi-
tations to ensure that the machine tool could only be used for the
jobs described in the license. While all this was being negotiated,
the State Department refused to demarche the Swiss government
to warn them of the U.S. Government’s concerns with the sales of
the machine tool to the Chinese plant. Negotiations between the
AMT member and the Defense Department dragged on for another
21⁄2 months, with none of the AMT members’ security or post-ship-
ment visitation proposals deemed adequate by DOD.

Finally, just as this license that had then been pending for 6
months was about to be escalated to the Cabinet level for resolu-
tion, the Chinese buyer informed the AMT member company that
they lost patience with the U.S. licensing process and canceled the
order. As it turned out, the Chinese plant manager decided instead
to go with either the Swiss or the French machine tool alternatives,
neither of which had required any post-shipment conditions, and
both of which had already obtained licenses from their govern-
ments earlier.

Reportedly, when informed of the Chinese cancellation and the
need to return the license without action, the comment from the
Defense representative to the interagency review panel, known as
the operating committee, was that he was happy that because DOD
had achieved its objective since no U.S. machine tool would be
going to the Chinese factory.

Of course the U.S. machine tool that would have gone to that fac-
tory would have been under strict conditions, with numerous fol-
lowup visits to ensure that it was being used for the purposes stat-
ed in the license. While there would be no guarantee that Western
authorities would be able to check on the projects which the Swiss
or the French machine tools would be used. Nonetheless, DOD was
apparently happy because it had accomplished the objective of
blocked the U.S. sale. I presume the State Department was happy
as well, because it didn’t have to offend any of our friends or allies
by taking a strong position or asking uncomfortable questions of
them.

The only ones who are unhappy are the owners of the U.S.-based
machine tool company, who may very well move the production off-
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shore to avoid a repeat of this ridiculous process. Also, of course
the employees who may lose their jobs are not happy either.

I would ask the Subcommittee to consider what this case illus-
trates about the national security benefits of our current export
control policy other than the fact that such a policy is likely to
maintain machine tool employment in Switzerland and France. It
certainly did not have any appreciable effect on the Chinese ability
to obtain machine tools for whatever aerospace projects they
deemed appropriate.

I just gave that as a context. I would like to comment briefly on
the Senate bill, S. 1712. The one thing that I think is most bene-
ficial in that, and it’s related to the issue I just talked about, is
that it defines foreign availability as possible to be proven—the for-
eign availability can come from within the multilateral organiza-
tion, not just outside it. Currently, you can’t prove foreign avail-
ability under the law unless you prove that it comes from outside,
in this case Wassenaar.

Ms. ROS-LEHTINEN. If you could quickly wrap up, Mr.
Freedenberg, because we are going to have a series of votes.

Mr. FREEDENBERG. That’s one proposal. The other major thing
that it has that would be beneficial—it does not have it in there
yet, is that we need to create a mandate to go back to Wassenaar
and negotiate a no undercut rule, so that something on the order
of what I was talking about couldn’t occur. That is, the United
States turned down a license. The allies could not approve the li-
cense. That was the case in the past. It is the case in other re-
gimes. We need to have a similar provision in our current multilat-
eral organization. I’ll leave it at that.

[The prepared statement of Dr. Freedenberg appears in the ap-
pendix.]

Ms. ROS-LEHTINEN. Thank you so much.
Do you believe, and I’ll ask it for anyone who would like to an-

swer, that legislation addressing penalties alone or only shortening
the congressional review period would be sufficient, and realisti-
cally speaking, would these offer significant benefits to the indus-
tries that you represent? Also, why is it important for the penalties
to be imposed per transaction rather than per shipment? If you
could be very brief.

Yes, Mr. Hoydysh.
Mr. HOYDYSH. Madam Chair, certainly on behalf of the computer

industry we would strongly favor reducing the time period from
180 to 30 days. We think the 180-day period is without precedent.
It only affects the computer industry. It’s not consistent with any
other waiting periods imposed by Congress. It creates, it makes the
system unable to respond to rapidly advancing technologies. So we
would certainly favor a bill, even if it was just for a 30-day period
alone.

Ms. ROS-LEHTINEN. Anyone else? Dr. Freedenberg.
Mr. FREEDENBERG. I could refer to the penalties. Currently you

have the penalties are 10,000 and 50,000, but they can be parsed.
I was enforcing the system, so I can tell you those penalties can
go up to $250,000 or $500,000. So it isn’t as if companies have
great incentive to break the law. It is still fairly substantial fines.
But the more significant penalty which is in the current law al-
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ready is that you lose your export privileges. That, since every com-
pany has to export, it basically shuts them down. It is an extremely
strong deterrent.

So I think in itself, although it sounds very good to have a mil-
lion dollar penalty, and in some cases it may be justified, that in
itself is not such a major accomplishment. We already do have a
fairly strong deterrent within the current law.

Ms. ROS-LEHTINEN. Thank you.
Dave, for the last comment?
Mr. MCCURDY. Madam Chair, we are not opposed to increasing

penalties for these violations, but unless the regulations are made
simpler or easier to comply with, then companies may face some
overwhelming liabilities for I think non-intentional violations.

We also urge that companies be fined per transaction as opposed
to shipment.

Ms. ROS-LEHTINEN. Mr. Menendez? Hold on.
Mr. DOUGLASS. I just wanted to add that we also have not taken

a position on the penalty provisions, but we would strongly support
the reduction in the review time. I mean the issue in many, many
cases is we can’t bid on things because it takes so long to get a li-
cense that we can’t answer the bid time.

Ms. ROS-LEHTINEN. Thank you.
Mr. Menendez?
Mr. MENENDEZ. Thank you, Madam Chairlady. I want to thank

all the panelists.
Mr. Douglass, let me ask you. You said the 40 percent sales drop

in satellite sales. Did other countries fill the void in that regard?
Mr. DOUGLASS. Oh absolutely. Yes, sir.
Mr. MENENDEZ. Were their satellites of equal?
Mr. DOUGLASS. Yes, sir.
Mr. MENENDEZ. Abilities—was our technology superior?
Mr. DOUGLASS. Mr. Menendez, there is a lot of confusion about

what kind of satellites we’re talking about here. Most of the time
when the public hears this, they think we’re talking about spy sat-
ellites or something like that. That is not at all what we’re talking
about. We are talking about state-of-the-art communication sat-
ellites. They are the kind of satellites that in a strange way really
help democracy spread around the world. I have had many of my
Russian generals that I had to negotiate with when I was a NATO
general tell me the reason why the whole Soviet Union collapse
was because people in Eastern Europe could watch Western TV,
could see what was available.

So when countries around the world want to buy an American
satellite so they can broadcast TV to their people or do e-mail and
things of that nature, and American companies can’t compete on it
because it takes too long to get a license or there’s some other——

Mr. MENENDEZ. So the satellites that they purchased from a for-
eign country gave them the same capacity that they would have
had, had they purchased ours?

Mr. DOUGLASS. Absolutely. Even if they then were used in a mili-
tary sense, if they were our satellites, we could shut them off, but
if they are somebody else’s satellites, we can’t. So we doubly lose
on this.
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Mr. MENENDEZ. If the United States, and this goes to any of the
panelists who want to talk about it, if the United States’ goods are
controlled unilaterally to any country, and other countries sell that
same capacity of the item, whether it be a computer, whether it be
a satellite, whether it be any of these other equipment that the
United States leads on, how do we promote our security, our non-
proliferation goals in that regard? Is there something we’re miss-
ing?

Mr. DOUGLASS. That’s a good question. You want to take a crack
at it?

Mr. MCCURDY. Yes. Mr. Menendez, it is clear that most unilat-
eral sanctions have been highly ineffective. If you are not getting
the cooperation on a multilateral basis, it just flat doesn’t work.
The only victim in this case or the only one that is injured or
harmed is often the United States.

So it’s not popular to say, and I know the politics of the Congress
and in the country, but it’s clear that unilateral sanctions is for the
most part, not the answer.

Mr. DOUGLASS. The most important thing, Mr. Menendez, to re-
member about this debate that we’re talking about is there is a lot
of confusion between the supremacy of American military tech-
nology and the supremacy of American dual use technology. Gen-
erally speaking, America’s dual use technology is not particularly
superior to what you can find in the rest of the world, even though
our military products may be.

When I was living in Europe, they had a form of the Internet
over there a long time before we did, had e-commerce and all kinds
of things a long time before we did. So we tend to be somewhat of
an ethnocentric society that believes everything is invented here,
and it’s not, especially in the commercial environment.

Mr. HOYDYSH. Mr. Menendez, could I respond to the non-pro-
liferation question? Just to put this into context, if we look at the
whole universe of technology that’s available, the chart that was up
here before shows you there’s a whole chunk that is military. That
subject, the munitions list, it’s a very tight regime. That is not
under discussion.

If you are talking about missile technology, there is a missile
technology control regime, which is adhered to by 17 or 20 coun-
tries which is relatively effective. It does not control computers, but
it controls everything that everyone deemed is important for mis-
siles.

There is a regime that controls things for nuclear, the Nuclear
Suppliers Group. That is a multilateral, fairly effective regime. And
there is a regime that controls things for chemical weapons and bi-
ological weapons called the Australia Group. Again, a relatively ef-
fective group.

So what really is left when you are talking about dual use equip-
ment is the stuff that is like computers and machine tools. That
is a relatively narrow slice of industrial equipment over which
there is relatively little control, because these are the kinds of
things that are absolutely essential if any developing country
wants to go into the 21st century. So it makes it very difficult to
deny the entry level items, especially in the computer area, when
they are available all over. They are cheap, they are transportable,
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and you can buy them or make them yourself without too much ef-
fort.

Mr. FREEDENBERG. If I could say one other thing. The way you
could work on that would be, what I try to say at the end of my
testimony, if you could get the allies to do—we can’t have a veto
over what they export any more. That’s gone. That was COCOM.
But you could have a no undercut rule, where if you turn down a
license, you get the pledge of the others that they will turn down
that license as well. Not that you stop their licenses, but that if you
already had—say a particular end user is bad, they pledge to at
least give you a hearing and in general to turn down that license
without at the very least, talk with you about it.

Mr. MENENDEZ. With deference to my colleagues.
Ms. ROS-LEHTINEN. Thank you, Mr. Menendez. Yes, I’m sorry,

because of the time.
Mr. Rohrabacher.
Mr. ROHRABACHER. OK. Mr. McCurdy, thank you very much for

your comments, your opening statement. I think that your idea or
concept of let’s try to find out what countries that we’re talking
about that are potentially adversarial or potential enemies, and
let’s work back from there, I think that is exactly correct. I appre-
ciate you going out of the way to make comments based on my
rather I say loud opening statement.

Mr. MCCURDY. Aim to please, Mr. Rohrabacher.
Mr. ROHRABACHER. Let me say this. First of all, Mr. Douglass,

last week a Chinese launched a satellite. It was widely reported
that that satellite would have a multiplier effect on the military ca-
pabilities of the Communist Chinese because it would permit com-
mand and control coordination that they never had in the past.

Do you believe that there was any American technology in that
satellite, or that the rocket that lifted it into orbit had American
technology in it?

Mr. DOUGLASS. Mr. Rohrabacher, I wish I could give you a more
definitive answer because I’m not aware of the precise launch that
you are talking about. But it is entirely possible that the satellite
and the missile had some derivative American technology. Every-
one knows that we lead the field here, and once proof of concept
is demonstrated by a country, it is much easier for others to follow
along.

Mr. ROHRABACHER. I’ve only got a couple minutes, but let me
point out yes, it is possible. Not only is it possible, it is probable
that the Chinese rocket that lifted that up was perfected by Amer-
ican technology, American aerospace engineers that were over
there with either Hughes or Loral, and that the satellite that went
up had not only spinoff or not only things that they copied, but ac-
tually components that were sold to them by our corporations.

If America—just note why this is important, and you expressed
this in your opening statement. Again, I appreciate you again giv-
ing me the courtesy of commenting on what I had to say. American
lives are going to be lost if we get into some sort of a conflict with
China because technology has been transferred to that country. I
disagree totally with our final witness. I’m sorry. You can’t com-
pare somebody who has no controls whatsoever and then say well,
ours can’t be considered lax because we are comparing it to people
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in Europe who have no controls whatsoever on what goes over to
Communist China. That does not make logical sense. It doesn’t
make sense for our country’s national security.

This is a very important issue. I agree we have got to take it se-
riously in a way so we can control the technology flow to potential
enemies, like China, without hindering. What’s happened is we
have hindered our ability to do business with countries that pose
no threat, that are democratic nations. I am very happy to have
worked with all of you to achieve that end.

I’m sorry. We have got to go.
Mr. DOUGLASS. Mr. Rohrabacher, if I could make one comment

though that strikes to the heart of what we have said here today.
I don’t think there is any technology in the satellite or the booster
that they could not have gotten from another source.

I would also add, sir, that it’s a two-way street. I was
recently——

Ms. ROS-LEHTINEN. Thank you, Mr. Douglass. Thank you so
much. We apologize. We have 1 minute left to go vote on the floor.
The Subcommittee is adjourned. Thank you so much for your excel-
lent testimony.

[Whereupon, at 2:29 p.m., the Subcommittee was adjourned.]
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FUTURE OF THE EXPORT ADMINISTRATION
ACT—PART 2

TUESDAY, APRIL 4, 2000

HOUSE OF REPRESENTATIVES,
SUBCOMMITTEE ON INTERNATIONAL ECONOMIC

POLICY AND TRADE,
COMMITTEE ON INTERNATIONAL RELATIONS,

Washington, DC.
The Subcommittee met, pursuant to notice, at 3 p.m., in room

2128 Rayburn House Office Building, Hon. Ileana Ros-Lehtinen
(Chairman of the Subcommittee) presiding.

Mrs. ROS-LEHTINEN [presiding]. The Subcommittee will come to
order.

American industry continues to create and realize an astonishing
array of new and improved technologies. With these wonderful im-
provements come both opportunities as well as responsibilities,
given that these advancements may pose new and yet unknown
threats to U.S. national security.

In an effort to address the needs of American companies and to
capitalize on the advantages that new technologies offer, this Sub-
committee has been holding a series of hearings to discuss ways in
which a new Export Administration Act may best manage export
controls.

Based on the Cold War need to restrict access to sensitive tech-
nologies and the ability to control its proliferation due to U.S. pre-
dominance, the original Export Administration Act was drafted.
That legislation lapsed in 1990, leaving the U.S. to operate export
control regulations through a series of executive orders issued
under the International Emergency Economic Powers Act. This was
never intended to replace an EAA. However attempts to reauthor-
ize the bill have not been able to achieve the necessary consensus
for passage.

The advent of the 21st century underscores the inadequacy of an
export control system devised for a rigidly structured bipolar world
prefacing the onset of the technological revolution. The world of the
21st century is one marked by a borderless, fast-paced marketplace
which requires a system to avoid the pitfalls of gridlock and regu-
latory bureaucracy.

By the same token, however, some experts contend that the new
millennium is a much more dangerous world, devoid of clearly de-
fined security parameters and riddled with new weapons, methods,
and rogue states.

Some suggest that these competing needs can be reconciled and
that the answer to effective regulation lies in concentrating regu-
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latory authority in fewer agencies. Other approaches include giving
preferential export control treatment to NATO members and such
non-NATO allies as Australia, New Zealand, and Japan.

Some see unilateral export controls as self-injurious and instead
would look to multilateral agreements as the only effective tools for
nonproliferation. Still others refer to their criteria, which takes into
account mass-market and foreign availability, as well as risk fac-
tors, end-use, diversion, and recipient countries.

We must avoid vast generalizations in formulating a new ap-
proach and refrain from removing restrictions and licensing re-
quirements on controls or controls which threaten and seek to un-
dermine our U.S. national security.

There are differences of opinions on the specifics of the approach
to be undertaken, however, all agree on the urgent need to develop
a judicious, explicit, and understandable policy which will govern
the licensing, oversight, and review of dual-use technologies to be
exported to foreign markets.

We look forward to the testimony from our witnesses in this,
which is the second in a series of hearings on this issue.

Before we proceed to other opening statements and our witness
presentation, I’d like to advise our Subcommittee Members about
a markup that our Subcommittee will hold this Thursday, April 6,
at 2 p.m. on H.R. 3680, the Dreier bill, which seeks to shorten the
congressional review period to 30 days from the export of super-
computers. Some of us are already cosponsors of this measure, but
we need the attendance of our Subcommittee Members for this very
important markup and a markup notice will go out later today.

It is my pleasure to recognize for his opening statements the
Ranking Member of our Subcommittee, Mr. Robert Menendez of
New Jersey.

[The prepared statement of Representative Ros-Lehtinen appears
in the appendix.]

Mr. MENENDEZ. Thank you, Madam Chairlady. I want to thank
you for hosting a second EAA hearing. The future of our export
control laws is an important commercial and national security
issue and I believe we need to hear from the broad range of public
and private sector entities that are impacted by the EAA.

For that reason, I am sorry that this Subcommittee’s work has
been stymied by our inability to hear from witnesses from the De-
partment of Defense and from the sponsors of the Senate’s EAA
bill. I know that the Chairlady has been working with the Full
Committee to bring these witnesses before the Subcommittee and
I appreciate your efforts to address this issue. But I’m disappointed
that we, the subcommittee of jurisdiction, have been censured by
the Full Committee.

As I said at our previous hearing, the challenge of the EAA is
to strike a balance between our national security interests and
commercial interests. I do believe that this precarious balance is
achievable, not to mention necessary.

For far too long, we have been operating under a system devel-
oped for the Cold War era. Today’s technology era demands a sys-
tem that is responsive to change, that acknowledges America’s
world leadership in the technology industry, and that recognizes
the importance of exports to the American economy.
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Senate Bill 1712 is a step toward achieving that balance. The
bills developed by Senators Graham and Enzi begins to address our
national security concerns and our commercial concerns. It creates
a national security control list developed in conjunction with the
Secretary of Defense that will streamline the licensing process to
focus on exports to countries of concern and on exports of items
that pose a national security concern.

The bill also addresses the issue of mass market items and for-
eign availability to ensure that items which are not exclusively
available from American companies are not controlled by our ex-
port control system when they are available elsewhere. In today’s
global economy, if the United States prohibits the sale of a certain
encryption technology, for example, an Israeli, Japanese, or Chi-
nese firm will most certainly make the sale if we do not.

Last, the bill makes important improvements in the area of pen-
alties and enforcement. The United States is a member of the glob-
al economy. It’s its leader. Many business rely on exports for a
large portion of their businesses.

At our last hearing, we heard from a representative from the
Aerospace Industries Association who noted the shift in the make
up of their sales. In 1989, 58 percent of the aerospace company
sales were to the Department of Defense and the U.S. Government.
Only 32 percent of their sales were exports. A decade later in 1999,
42 percent of the aerospace company sales were exports and only
35 percent were to the Department of Defense or the U.S. Govern-
ment.

American businesses are rightly concerned about losing business
to less scrupulous nations or being seen as an unreliable supplier.
Already the American computer industry has been stymied in sales
of basic desktop computers due to inflexible export controls. If the
United States wants to continue to be a world leader in the field
of technology, our export control system must be able to differen-
tiate between exports of sophisticated satellite systems and the ex-
port of a desktop computer.

The reauthorization of the EAA is a serious matter that demands
our attention. American industry deserves laws that are responsive
to today’s global economy, not laws that were created over two dec-
ades ago to respond to Cold War era threats. I, along with many
of my Democratic colleagues, will be pressing for such a reauthor-
ization and I look forward to working with the Chairlady on this
challenge to renewing Congress’ voice on this important topic. I be-
lieve we’ve lost some of our jurisdiction over the issue by not speak-
ing to it. We look forward to the Secretary’s testimony.

Thank you, Madam.
[The prepared statement of Representative Menendez appears in

the appendix.]
Mrs. ROS-LEHTINEN. Thank you so much, Mr. Menendez. Our

ever-faithful Member of our Subcommittee, Mr. Sherman.
Mr. SHERMAN. Thank you, Madam Chairwoman. I think it is im-

portant that we reauthorize. It is a small affront to our constitu-
tional system that for so many years this important area of Federal
responsibility is handled by executive fiat instead of pursuant to
legislation. This is an important issue. Everyone in the country
knows that we need to balance our economic with our security in-
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terests and they expect Congress to draft laws that will do that,
not simply punt due to concerns about which committee or what-
ever other concerns have stymied the reauthorization of this Act.

I do think that it is often said that technology is, ‘‘available else-
where,’’ we do need and have often worked with our allies around
the world so that we work together to make sure that rogue states
and dangerous states do not get a dual-use technology and that it
should not be a circumstance where in Britain or France, an ex-
porter is saying, well, we’d better sell because the Americans will
sell and vice versa. All of those concerned with world security
should work together. That will not, of course, always happen.

The great enemy in this area is delay, because where Americans
exports are stopped for good security reasons, that’s the price we
pay for working for national security. But where there are just in-
terminable delays, not only are we depriving ourselves of jobs, but
we are also building high technology industries in countries that
have less reluctance to export. So it is imperative, from a national
security perspective and an economic perspective, that nothing gets
done quicker in the Federal Government than a review for an ex-
port license.

I look forward, as we reauthorize, that we design it in such a
way and obtain whatever appropriations are necessary so that we
make the right decisions and we make them quickly. Thank you.

Mrs. ROS-LEHTINEN. Thank you so much, Mr. Sherman. I’d like
to take this opportunity to introduce our panelist, Mr. Roger
Majak, who will share his insight and expertise on the Export Ad-
ministration Act.

Mr. Majak serves as assistant secretary of Commerce for Export
Administration. A political economist who has specialized in inter-
national trade and national security policy, Mr. Majak has served
in a variety of capacities throughout his career, including having
served as the staff director this Subcommittee from 1975 to 1985.

We thank you for joining us today, Roger, and we look forward
to your informative and engaging hearing over the issue of the
EAA. Due to a previously scheduled appointment that could not be
moved, I will leave sometime during this hearing and a very able
vice chair of this Subcommittee, Mr. Manzullo, will chair.

Thank you so much, Mr. Majak, and you may proceed. Your full
statement will be entered into the record, without objection.

STATEMENT OF ROGER MAJAK, ASSISTANT SECRETARY OF
COMMERCE FOR EXPORT ADMINISTRATION, DEPARTMENT
OF COMMERCE

Mr. MAJAK. Thank you, Madam Chairwoman. It’s a great pleas-
ure to be back before this Subcommittee where I spent so much
time from 1975 to 1985. Of course, the Administration appreciates
the interest and concern of this Subcommittee and, indeed, the full
House International Relations Committee in the subject of export
controls.

Since August 1994, when the Export Administration Act expired,
as you noted, Madam Chairwoman, we have maintained export
controls on dual-use goods and technologies through a combination
of emergency statutory authority, executive orders, and our regula-
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tions. The Cold War has ended and export control legislation re-
flecting that reality is long overdue.

A new Export Administration Act should recognize the current
realities of today’s intricate, fast-paced markets. Such a new law is
needed in order to help ensure our national security, to enhance
U.S. leadership and credibility throughout the world, and to avoid
legal challenges that we are now facing under the International
Economic Emergency Powers Act statute.

The Administration’s export control vision is to continue to main-
tain military superiority in the face of more diffuse adversaries and
less multilateral agreement on precise security threats. We seek to
maintain the gap between our capabilities and those of our adver-
saries by both retarding their progress and accelerating our own.

National security has become a direct function of our economic
strength in this global economy. Our military alone no longer pur-
chases enough to maintain healthy suppliers. Failure to export
means fewer profits for today’s high-tech companies to pour into
new technologies which are needed for, among other things, our de-
fense.

At the same time, the ubiquity of many technologies and their
ease of transfer makes controlling exports all the more difficult.
Semiconductors and computers are just two examples among many.
Large capital items like machine tools, semiconductor manufac-
turing equipment, satellites, and aerospace items are more suscep-
tible to controls, but there again, controls that are too broad can
cripple companies that are critical for our own military develop-
ment and security.

Our lead in these crucial product sectors is based on the quality
and efficiency of our production, not on any monopoly. Close any
part of the world market for any of these products and competitors
will move in, using China or India, whatever markets we restrict
or abandon, to gain market share to eventually challenge our glob-
al leadership.

This Administration believes that our continuing ability to stay
at the cutting edge of technology is the key to our security. This
is very different from the Cold War approach of simply denying
products to a clearly identified adversary. In short, the Administra-
tion’s equation has become exports equals healthy high-tech compa-
nies equals strong defense.

Operating under these emergency authorities, Madam Chair-
woman, leaves important aspects of our export control system and
thus our national security at risk. Penalties for violations, both
civil and criminal, are too low, eroding the deterrent effect of con-
trols by tempting some companies to view penalties as just another
cost of doing business.

Even the penalties in the EAA of 1979, as it was amended over
the years, are now outdated. The Administration proposed signifi-
cant increases, which were reflected in H.R. 361, which was passed
by the House in 1996, but not enacted into law. Our enforcement
agents are without adequate police powers: Powers to make ar-
rests, powers to execute search warrants, and to carry firearms.
They must obtain special deputy U.S. marshal status in order to
do their job, consuming limited resources that could be better used
on enforcement activities.
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The Emergency Powers statute under which we’re operating has
no explicit confidentiality provisions, which jeopardizes both na-
tional security and business competitiveness. As Under Secretary
Reinsch predicted before this same Subcommittee in 1997, lawsuits
have now been brought under the Freedom of Information Act
seeking public release of detailed export licensing information.
Similarly, respondents in anti-boycott cases argue, so far unsuc-
cessfully, that the Administration has no authority to implement
and enforce the anti-boycott provisions of the Export Administra-
tion Act and our regulations.

These challenges are directly related to the absence of specific
authorities in the International Economic Emergency Powers Act.

The Administration’s proposed EAA, as well as H.R. 361 and now
S. 1712, currently under consideration in the Senate, would restore
these various crucial powers. In so doing, such legislation would
also restore a level of certainty about export controls that our com-
panies need and deserve. We have made considerable progress in
eliminating unnecessary controls while enhancing our ability to
control truly sensitive items. Industry has the right to expect these
reforms to be certain and permanent in order to plan legitimate ex-
port transactions and to comply with the restrictions.

Continued failure to enact a new EAA sends the wrong signal to
them, as well as to our former Soviet and Warsaw Pact adversaries
and our allies, all of whom we strongly urge to strengthen their ex-
port control laws and procedures. So the credibility of our export
control policy is diminished both domestically and internationally
by our lack of a specific, permanent statute.

In February 1994, the Administration proposed to renew and re-
vise the EAA to refocus on the proliferation of weapons of mass de-
struction without sacrificing our interest in increasing exports, re-
ducing the trade deficit, and maintaining global competitiveness in
critical technologies.

The Administration bill emphasized five principles. First, export
controls exercised in conjunction with the multilateral nonprolifera-
tion regimes. Second, increased discipline on unilateral controls.
Third, a simplified and streamlined export control system. Fourth,
strengthened enforcement. Fifth, expanded rights for exporters to
petition for relief from ineffective controls.

H.R. 361, which was passed by the House in 1996, made several
improvements to the EAA similar to those contained in the Admin-
istration proposal. Control authority was updated to address cur-
rent threats, to increase discipline on unilateral controls, and to en-
hance enforcement.

H.R. 361 also contained reforms of the licensing and commodity
jurisdiction procedures which were largely embodied in Executive
Order 12981, which was issued by the President in December 1995.
Under that order, the Commerce Department manages the export
control system for dual-use goods and technology, as it always has,
but State, Defense, and Energy review any and all licenses they
wish and can easily escalate their concerns all the way to the
President.

It’s a tribute, Mr. Chairman, to the effective management of this
system and the good faith of all the agencies involved that con-
sensus is reached under these procedures in more than 90 percent
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of all cases and agency reviews have been conducted in less than
half the allotted time, on the average. So far, all differences have
been resolved at my level, the assistant secretary level, or below
and no case has gone to the Cabinet or the President, except in sit-
uations where there is a statutory requirement to do so.

The Administration, however, has had and continues to have
some concerns about H.R. 361 regarding its terrorism provision, its
provision regarding unfair impact, the provision for anti-boycott
private right-of-action, its judicial review provisions, and some con-
stitutional issues which the Administration feels are raised by the
bill.

Finally, S. 1712. Last September, the Senate Banking Committee
unanimously reported that bill. While structurally different from
H.R. 361, it nevertheless updates controls to address current secu-
rity threats and contains other useful provisions, including en-
hanced enforcement authorities and significant higher penalties for
violations. It is largely consistent with the Administration’s own
procedural reforms. S. 1712 continues to be the subject of discus-
sions between the Banking Committee and interested members of
other Senate committees. Pending the outcome of those discussions,
the Administration has not yet taken a formal position on that bill.

In conclusion, Mr. Chairman, we need an EAA that allows us to
address our current security concerns effectively while maintaining
a transparent and efficient system for U.S. exporters. The Adminis-
tration and the House, particularly in H.R. 361, and the Senate
Banking Committee, in S. 1712, have agreed on many of the salient
issues. Together, we should build on the consensus that has al-
ready been achieved to reauthorize an EAA that enhances our se-
curity in the ways that I have outlined in this statement.

Thank you for the opportunity to address the Subcommittee and
I would be glad to take any questions you might have.

Mr. MANZULLO [presiding]. Thank you, Mr. Secretary. Mr.
Menendez.

Mr. MENENDEZ. Thank you, Mr. Chairman. Mr. Secretary, thank
you for your statement. There’s a lot that I find that I am in con-
currence with you on and I appreciate the straightforwardness of
it. Let me ask you a couple of questions, though.

One, we, as the Chairlady said earlier, are having a markup of
Congressman Dreier’s legislation. I support that bill, however I’m
concerned that it only touches the surface or partially addresses
the industry’s concerns. Do you believe that the legislation is suffi-
cient to address the industry’s concerns?

Mr. MAJAK. As I have reviewed in this statement, I think there
are a broad range of situations that need to be addressed. Certainly
the subject of the Dreier bill is one of them, but only one of quite
a number. Those matters that need to be addressed are of concern
to both the business community and to the Administration. So we
would certainly prefer a more comprehensive piece of legislation to
deal with the full range of both industry and administration con-
cerns.

Having said that, the reduction of the time for review of changes
in our computer policies is needed and the Administration will try
to work with all approaches to this legislation. But I think we
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would strongly prefer a more comprehensive approach and one
which would contain a permanent authority.

Mr. MENENDEZ. We support Mr. Dreier’s effort to reduce the
time. The problem is that that is only part of a series of issues that
confront the industry. I would hope that my colleagues, when we
have the markup, understand that the resolution of that one issue
in no way puts us in the position to be totally as competitive as
we need to be and address both our security concerns.

Now you said we have agreed, and I believe you’re right, on the
wide range of the salient issues in both the Senate and the House
legislation. So what’s stopping us? What’s stopping us? Why can’t
we move forward from here? What is it that is—I have a sense of
what’s stopping us, but I want to hear the Administration’s per-
spective of what is stopping us from moving forward with the reau-
thorization?

Mr. MAJAK.I think what’s stopping us at this point is the remain-
ing diversity of views, especially by key committees in the Senate,
since that’s where the most recent activity has been.

Mr. MENENDEZ. Particularly Defense-related views?
Mr. MAJAK. Particularly Defense and, to some extent, Intel-

ligence-related views. But also Foreign Relations-related views.
There are at least three committees, in addition to the Banking
Committee, who have remaining concerns about S. 1712. I know
that Senator Gramm, Senator Enzi, and others in the Senate have
worked diligently to try to resolve those differences of view, but
they are substantial differences which, so far, have not been re-
solved.

We in the Administration have taken the posture of encouraging
this process to move forward because we believe the underlying
bill, S. 1712, as passed by the Banking Committee, is a promising
vehicle. We have tried to facilitate some possible compromises and
to comment on all of the proposals that have been put forward.
But, so far, I think those differences have not been resolved.

Mr. MENENDEZ. Could you outline for the Committee what some
of those differences, without mentioning who the differences ema-
nates from, but what some of those differences are?

Mr. MAJAK. Yes. For example, the Senate bill contains provisions
for removing items from control on the basis of foreign availability,
as well as on the basis of mass market production which, makes
these items difficult or impossible to control.

Under the Senate bill, the Commerce Department would make
those determinations. But before those items were removed from
control, there would have to be some degree of interagency con-
sensus. Members of other Senate committees feel that there should
be some category or list of items that would be ineligible for that
kind of review or that should require Presidential level decision to
implement the removal of items from control. So there is disagree-
ment over that issue, for example.

There are a number of others. I think——
Mr. MENENDEZ. Is the Administration actively engaged in trying

to reconcile some of these other issues so that we can have a reau-
thorization? Or is the Administration’s position to sit back and wait
to see if the parties themselves?
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Mr. MAJAK. No, we’ve been quite actively involved, including a
number of late-night meetings at which I personally, and others,
have participated and which the representatives of the various
committees have sat around the table and tried to resolve these
issues. So we have been quite available and proactive.

Mr. MENENDEZ. Are you’re brethren in the Department of De-
fense actively engaged in trying to seek also a reauthorization? Be-
cause sometimes I get the sense that there are those in this process
who believe that, by raising every possible obstacle, we’ll not see
a reauthorization. Their ultimate goal is to virtually, in their views,
which I believe are wrongly held although I believe they hold them
for the right—for their own—I think they’re committed to their
views. I think their views are wrong. But I think they’re committed
to their views for what they believe are the right interests.

But I think, ultimately, what happens here is that there is an
effort here that does not move this process forward. Because those
who don’t want to see the process moved forward because they be-
lieve they want to give access to nothing, which I think is a very
myopic view of the world today, don’t want to see something hap-
pen or are they actively engaged in a good faith effort here to make
this happen?

Mr. MAJAK. No, I would have to say, although there are a variety
of opinions in these departments, I would have to say that the De-
fense Department and the State Department in particular have
taken an active part in these discussions. Each of the agencies has,
from time to time, offered compromise language in response to the
concerns of one committee or another. But, ultimately, at the end
of the day, we can’t resolve the disputes. That must be done by the
members of the respective committees themselves.

But I can say from personal experience, that all of the agencies
have been at the table willing to respond to the various positions,
to offer compromises, and suggest different approaches. But so far,
that has not succeeded in bridging the differences.

Mr. MENENDEZ. Yes, I hope they recognize that, ultimately, in
those products that are available in the marketplace and that oth-
ers are providing, that I would rather see, for the security interests
of the United States, products that are produced in the United
States which we will have the total wherewithal and knowledge of
and we can deal with versus those products that are produced else-
where that we do not know.

Mr. Chairman, one last question, since there’s only the two of us,
it appears, if I may. If current controls are continued and a new
Export Administration Act is not enacted, from the view of the De-
partment of Commerce and understanding your charge in that re-
gard, what’s the impact on the ability of U.S. industries to export?

Mr. MAJAK. Mr. Chairman, I think it would be our plan and ex-
pectation to continue the process and the policy as we have since
1994 under our emergency authorities. In that regard, I would ex-
pect us to continue to approve a large proportion of the license ap-
plications that we receive, to review all of those license applications
on an interagency basis, and to proceed largely as we have.

So I don’t think that there would be any disruption of our ability
to exercise these controls, except to the extent that we might face
legal challenges.
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Mr. MENENDEZ. I will tell you, Mr. Secretary, that those who
have come forth from these hearings from the private sector will
say that, in fact, that it is more than just that reality. It is beyond
the legal challenges you are facing, that they face the loss of ex-
ports which are growing, if not the substantial part, of their busi-
ness. I just really do not believe that just the continuation of the
existing process, as well-intentioned as it is under the best of the
circumstances that exist, inures to our interests either commer-
cially or, for that fact, in terms of national security.

Thank you, Mr. Chairman.
Mr. MANZULLO. Thank you, Mr. Menendez. Mr. Secretary, first

of all, I want to thank you for the efficiency with which your agen-
cy handles all types of requests, the fairness with which you inter-
pret the law, and the nonpartisanship involved in the agency. It’s
really a credit to you and the people that work with you. You are
trying to do what’s best for the United States, taking into mind the
overriding concern for national security and I commend you, pub-
licly, for that.

Mr. MAJAK. Thank you, Mr. Chairman. That’s a great com-
pliment.

Mr. MANZULLO. I only wish that other Members of Congress, in
addition to Mr. Menendez and I, had as much understanding of
what’s going on or had a fraction of your understanding of this
issue, because it’s extremely difficult to understand. So often the
first thing that Members of Congress want to do is, in reaction to
a bad foreign country is to punish American manufacturers for
something over which they have no control.

But I have a question about Wassenaar that’s come up several
times. As you know, COCOM worked on a consensus basis. How do
we strengthen Wassenaar so that, if the United States decides
against issuance of a license, that one of our allies doesn’t undercut
us and go ahead and simply sell the same thing? What are your
thoughts on that?

Mr. MAJAK. This is a very difficult and knotty problem. Certainly
what we need to do first is continue to press our partners at
Wassenaar and the other multilateral agencies to adopt what we
call ‘‘no undercut’’ provisions, which we have done in Wassenaar.
We have repeatedly proposed to strengthen the no undercut provi-
sions that are under the agreement.

At present, those provisions largely require member countries
simply to consult before they make a sale that another member
turned down. That process is working moderately well, but we
would like to expand it to include more items and to include more
than just notification, but some greater obligation to, in fact, to re-
spect the denials of other countries.

We have not been able to achieve much progress in that area.
This, I think, is in part a spill-over from COCOM and the Cold War
days when our allies and partners at times resented and resisted
the pressures of what was then actually prior approval of their li-
censes, as you mentioned. The presence of some additional coun-
tries in the Wassenaar group, like Russia and the Ukraine, for ex-
ample, make selling the idea of a no undercut arrangement even
more difficult.
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At the end of the day, it seems to me, having observed this now
for a couple of years, it really is a question of how much priority
we’re prepared to put on achieving stronger no undercut provisions.
Frankly, we have had on the table other things that we have want-
ed from Wassenaar, like greater controls on small arms and other
items that are not subject to controls. So there are tradeoffs.

We’ve also wanted to remove some items from Wassenaar control
which we felt no longer require controls. That requires us to use
some political capital with our partners.

So we have obtained some other concessions from them. It’s just
a matter of how much we want to extract in order to get that kind
of cooperation. I’m not sure, under the present circumstances, even
very heavy pressure from us will get us a broader no undercut pro-
vision.

Mr. MANZULLO. They have no incentive. They realize, unlike this
country, that if something is readily available on the open market
and the United States is trying to be righteous and say we don’t
want to sell it, then why close that market to another country?
Good luck on negotiations, but if you don’t succeed and strengthen
it, I’m not going to hold that against you or anybody else who is
working on our behalf.

Mr. MAJAK. I appreciate that. I should note, Mr. Chairman, that
we have had some reasonable cooperation from them in the no un-
dercut area with respect to the terrorist states, which is the central
and the main focus of Wassenaar. Where you begin to lose dis-
cipline is when you talk about destinations outside of the key ter-
rorist countries. There is much less willingness to recognize a no
undercut concept.

Mr. MANZULLO. That answers my question.
Congressman Cooksey, would you like to chair this hearing to its

conclusion, because I have to go on to another meeting? Thank you.
I appreciate it very much, Mr. Secretary.

Mr. MAJAK. Thank you, Mr. Manzullo.
Mr. COOKSEY [presiding]. I’m asking the staff a question that I

don’t know the answer to myself. Does Israel belong to the CAA?
Mr. MAJAK. Israel——
Mr. COOKSEY. Have they participated in the past?
Mr. MAJAK. Israel is not a member of any of the multilateral ex-

port control cooperation arrangements at present.
Mr. COOKSEY. Why not?
Mr. MAJAK. Because they prefer and feel they need to pursue an

individual and independent course. I should note, however, that
they recognize and cooperate with U.S. controls and the Wassenaar
and other multilateral controls, in fact, in some cases. But they feel
that they must preserve their national discretion so they have not
joined these multilateral organizations.

Mr. COOKSEY. Wassenaar does not really have any teeth in it,
though, does it, as it currently exists? Or does it?

Mr. MAJAK. The teeth are, essentially, powers of persuasion and
pressure from other members to conform. It has teeth in the sense
that it has a common list of items that are controlled and that is
a very important area of consensus in itself. If you don’t at least
have a common list of items that are of concern and should be con-
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trolled, to one degree or another, then you have, really, no coordi-
nation at all.

Wassenaar does have such a list and much of our time is spent
at Wassenaar refining and improving that list. That includes both
extensions of the list as well as deletions from the list. So that is
a very important core of cooperation.

However, the type of control that countries apply to those items
is subject to national discretion and, therefore, some significant
variation. We control those items in one way. Other countries,
using other kinds of mechanisms and other legal authorities, may
control them differently. We try to harmonize the impact as much
as possible, but there is the ability to have variation based on na-
tional discretion.

Mr. COOKSEY. Let me ask you a followup question on that. Re-
cently Israel has exported some missile technology to China. Am I
not correct? It is missile technology?

Mr. MAJAK. I have seen reports to that effect. I can’t—or at least,
in public session, wouldn’t want to confirm or disconfirm it. But,
certainly, I’ve seen those reports.

Mr. COOKSEY. I got it from reading the newspaper. I find when
I go to the CIA briefings or I just left another members only meet-
ing, I can read the same thing in the newspaper, the New York
Times, the next day. What did the Administration do to prevent
this? I understand they expressed some opposition to it and Israel
said they would go ahead with this.

Mr. MAJAK. Here the absence of my State Department colleagues
at the table handicap me because they would have undertaken
those representations. I’m sure there were representations made,
but I’m, frankly, not familiar with them in detail. I’d have to defer
to the State Department to answer that question.

Mr. COOKSEY. I consider Israel a very important ally and, as a
result, we give them a lot of technology and a lot of important mili-
tary technology. It is a little bit disconcerting when you see that
they are, in turn—I’ll tell you what it was. It was really the
AWACS technology. They are transferring that technology to them.

Mr. MAJAK. Yes.
Mr. COOKSEY. And, of course, the missile technology goes back to

1996 and I understand the two principals—now this was the front
page of the Washington Post—the two principals in those compa-
nies, Loral and Hughes, are in China today, as we speak.

But my good friend from California, Mr. Rohrabacher is here.
Mr. Rohrabacher.

Mr. ROHRABACHER. Thank you very much. There was a news re-
port about the U.S. Ambassador to China hosting a meeting be-
tween the China space agency and Hughes and Loral. Was this ap-
proved by the White House?

Mr. MAJAK. I saw that report, Mr. Rohrabacher. I have not been
able either to confirm, in the short time since I did see it, whether
the meeting took place or whether it was cleared by anybody in the
Administration. I can say with certainty it wasn’t cleared by me,
but whether it was cleared elsewhere in the Administration, we’d
have to determine and get back to you.

Mr. ROHRABACHER. Is it the Administration’s policy that Hughes
and Loral should be meeting with the China space agency?
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Mr. MAJAK. I could only speak for the area of authority that I
have, which is how we treat those companies with respect to future
exports. Under the Export Administration Act, as extended by the
President, unlike the munitions control statute, which authorizes
the U.S. Government to withhold business from companies when
they’ve been accused of these possible violations, there is not a
similar provision in the area of dual-use technology. So I could say
that, under our legislation, discussions of exports of dual-use equip-
ment by those companies would not be prohibited.

Mr. ROHRABACHER. All right. Is it still the Administration’s pol-
icy that China is treated as a strategic partner?

Mr. MAJAK. I think, again, I would have to defer, with your for-
giveness, Mr. Rohrabacher, to the State Department for a proper
answer to that question.

Mr. ROHRABACHER. All right. It just seems to me that you guys
all have the same boss and I give he would give the same guide-
lines.

Just for the record, Mr. Chairman, just let me say this whole sit-
uation when you read in the newspaper, after going through years
of seeing that there is a technological transfer to China through
Hughes and Loral corporations that has been deemed something
that damaged our national security, put millions of lives at risk
that wouldn’t otherwise be at risk, the fact that there is a meeting
arranged by the U.S. Ambassador for these same two companies on
the very same subject area with the very same culprits that were
the recipients of this technology before, is breathtaking. It’s just be-
yond belief.

I mean, this proves that Mark Twain was wrong. A cat will sleep
on a hot stove twice. You’re not at fault. You’re not here to be
raked over the coals. You’re here to just try to do your best, I know.
But this Administration, through what we’re talking about today
and through just in this one incident, has demonstrated again its
either incompetence or its sheer disregard for the national security
interests of the United States of America.

I don’t know why, but that’s what’s happening and this Congress
eventually is going to get down to the reason why these decisions
continue to be made over and over again with America’s worst po-
tential enemy.

Than you very much, Mr. Chairman.
Mr. COOKSEY. Thank you, Mr. Rohrabacher.
Mr. Menendez, would you like to have a closing comment?
Mr. MENENDEZ. Right. Just very briefly. Just a quick question to

the Secretary. I appreciate all of your answers and your testimony.
How long have we been authorizing satellites as a government?

Mr. MAJAK. As commercial items, since, I’d say, the late 1960’s,
when what was previously largely a military activity became com-
mercialized and we began using commercial satellites. Certainly,
Intelsat, for example, has been around even longer than that. But
in those days, the State Department still licensed many of those
satellites as munitions. Of course, the jurisdiction was transferred
from the Commerce Department for commercial satellites in 1996.

Mr. MENENDEZ. So we have been authorizing and licensing sat-
ellites since before this Administration, I take it.

Mr. MAJAK. Much before this Administration.
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Mr. MENENDEZ. Thank you very much, Mr. Secretary.
Mr. MAJAK. Thank you.
Mr. COOKSEY. Mr. Majak, Mr. Secretary, we appreciate your

coming today. I appreciate your testimony. It’s an important issue.
Needless to say, there’s controversy that surrounds this. I feel that
you’ve given a good presentation and I personally thank you. We’ve
got to go vote.

Mr. MAJAK. Thank you.
Mr. COOKSEY. The meeting will be adjourned.
[Whereupon, at 3:56 p.m., the Subcommittee was adjourned.]
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